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Abstract

The most primary advantage of Bitcoin and Ethereum
systems is widely understood to be decentralization.
However, despite the widely acknowledged importance of
this property, most studies on this topic lack quantifica-
tion, and none of them performs a measurement on the
extent of decentralization they achieve in practice. In
this paper, we present a coefficient of variation method in
probability theory and statistics to quantify decentraliza-
tion. Using the coefficient of variation, we calculate the
dispersion extents of blocks mined and address balances
to quantify the extents of decentralization for Bitcoin and
Ethereum systems, and the results of calculations indi-
cate that Bitcoin’s mining is more approximately 27.3%
decentralized than Ethereum with top 19 pool samples,
and Bitcoin’s wealth is more approximately 16.5% decen-
tralized than Ethereum with 100 samples. Our method
can be used to measure the extent of decentralization for
any blockchain system.
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1 Introduction

Bitcoin is a digital currency implementation based on
blockchain technology that was invented by Satoshi
Nakamoto in 2008 [14]. Bitcoin network is the first digital
currency system that has been tested in large scale and
long time in history. As a public blockchain platform, for
adapting to more complex and flexible application sce-
narios, Ethereum [3] has further extended the functions
of Bitcoin for digital currency transactions, supporting
the important feature of smart contract. The common
advantage of Bitcoin and Ethereum systems is widely un-
derstood to be decentralization that does not have any
central authority or server and their networks are peer-
to-peer. By storing data across its decentralized network,

the blockchain eliminates a number of risks that come
with data being held centrally.

Since decentralization is the most important property
in blockchain, many studies about the decentralization
were proposed. Croman and Gencer et al. proposed the
technical evaluation of blockchain decentralization sys-
tems, mainly focusing on the network congestion or delay
to evaluate the performance of the blockchain distributed
network [5, 8, 12, 16, 20]. They analyze how fundamental
and circumstantial bottlenecks in Bitcoin limit the ability
of its current peer-to-peer overlay network to support sub-
stantially higher throughputs and lower latencies. Their
results suggest that reparameterization of block size and
intervals should be viewed only as a first increment to-
ward achieving next-generation, high-load blockchain pro-
tocols, and major advances will additionally require a ba-
sic rethinking of technical approaches. They offer a struc-
tured perspective on the design space for such approaches.
Within this perspective, they enumerate and briefly dis-
cuss a number of recently proposed protocol ideas and
offer several new ideas and open challenges.

Gervais et al. revealed that there are many important
operations and decisions in Bitcoin system which is not
decentralized, and they revealed that some nodes con-
trol services, decision-making, transactions and mining in
Bitcoin system, finally they gave a way to optimize the
decentralization of Bitcoin network [4, 9, 10, 13, 17]. They
show that the vital operations and decisions that Bitcoin
is currently undertaking are not decentralized. They also
show that third-party entities can unilaterally decide to
“devalue” any specific set of Bitcoin addresses pertaining
to any entity participating in the system. Finally, they ex-
plore possible avenues to enhance the decentralization in
the Bitcoin system. Ron and Shamir analyzed the trans-
action data of Bitcoin and revealed the occurrence of large
transactions in the Bitcoin system at a certain point in
time [11,15,18].

These existed research papers above are based on data
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analysis of Bitcoin transaction behavior to illustrate the
drawbacks of the low extent of decentralization in Bit-
coin system. Although these studies are mainly concerned
about the decentralization of blockchain, none of them
performs a measurement on the extent of decentraliza-
tion they achieve in practice. The closest research work
to ours is the paper [19] that only focuses on evaluating
a critical value of the number of nodes needed to control
over 51% of the network by using a Nakamoto coefficient,
rather than quantifying the dispersion of a set of data
of blockchain systems, such as blocks mined and address
balance and so on.

Herein, we must be able to measure the data disper-
sion extents of the targets of nodes in blockchain systems
before we improve the decentralization. In this paper, we
present a coefficient of variation method in probability
theory and statistics to measure and quantify the extents
of decentralization for blockchain systems. Using the co-
efficient of variation, we measure the dispersion extents
of blocks mined and address balances to quantify the ex-
tents of decentralization for blockchain systems. The re-
minder of this paper is organized as follows. In section
2, we introduce the theory of the coefficient of variation
in probability theory and statistics, and the meanings of
decentralization in blockchain systems. In section 3, we
propose a quantitative measurement method to measure
the data dispersion extent based on the coefficient of vari-
ation, and in section 4, we calculate the dispersion extents
of blocks mined and address balances by using the mea-
surement method. In section 5, we compare the results of
the coefficient of variation between Bitcoin and Ethereum
systems. Finally, we conclude the paper in section 6.

2 Background

In this section, we first introduce the theory of the co-
efficient of variation in probability theory and statis-
tics, and we illustrate the meanings of decentralization
in blockchain systems to introduce the measurements of
decentralization.

2.1 Coefficient of Variation

In probability theory and statistics, the coefficient of vari-
ation, also known as relative standard deviation, is a stan-
dardized measure of dispersion of a probability distribu-
tion or frequency distribution. The coefficient of variation
(cv) is defined as the ratio of the standard deviation (σ)
to the mean (µ): cv = σ/µ. It shows the extent of vari-
ability in relation to the mean of the population. The
coefficient of variation should be computed only for data
measured on a ratio scale, as these are the measurements
that allow the division operation.

The coefficient of variation is useful because the stan-
dard deviation of data must always be understood in the
context of the mean of the data. In contrast, the actual
value of the coefficient of variation is independent of the

unit in which the measurement has been taken, so it is a
dimensionless number. For comparison between data sets
with different units or widely different means, one should
use the coefficient of variation instead of the standard de-
viation. The value of coefficient of variation is larger, the
greater the degree of dispersion.

In this paper, we use the coefficient of variation to mea-
sure the extents of decentralization with dimensionless
numbers for Bitcoin and Ethereum systems. We consider
the extents with the two targets: blocks mined, and ad-
dress balance.

2.2 Decentralization

Decentralization is the process by which the activities
of an organization, particularly those regarding planning
and decision making, are distributed or delegated away
from a central, authoritative location or group.

In blackchain systems, the decentralization means that
no single individual can destroy transactions in the net-
work, and any transaction request requires the consensus
of most participants. Bitcoin and Ethereum also have a
peer-to-peer network for disseminating block and trans-
action information. Both Bitcoin and Ethereum also con-
tain full nodes, which serve two critical roles: (1) to re-
lay blocks and transactions to miners (2) and to answer
queries for end users about the state of the blockchain. In
the Bitcoin and Ethereum protocols, users submit trans-
actions for miners to sequence into blocks. Better decen-
tralization of miners means higher resistance against cen-
sorship of individual transactions. Specifically, a decen-
tralized system (like Bitcoin or Ethereum) is composed of
a set of decentralized subsystems (like mining, exchanges,
nodes, developers, clients, and so on). Srinivasan et al.
used these six subsystems to calculate a critical value with
a Nakamoto coefficient, and to illustrate how many nodes
needed to control over 51% of the network in Bitcoin or
Ethereum [19].

In this paper, we will calculate the dispersion degrees
by two targets (blocks mined and address balance) to
measure the extents of decentralization for Bitcoin and
Ethereum systems. Please note: you may decide to use
different subsystems or targets based on which ones you
consider essential to decentralization of the system as a
whole.

3 Measurement Method

As mentioned above, we use the coefficient of variation
to measure the dispersion degree for dimensionless data
sets in Bitcoin and Ethereum systems. Herein, we elab-
orate the inferring process of coefficient of variation ac-
cording to the variance and standard deviation, and then
we present the formula of the coefficient of variation as a
measurement method.

In probability theory and statistics, variance is the ex-
pectation of the squared deviation of a random variable
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from its mean. Informally, it measures how far a set
of (random) numbers are spread out from their average
value. Variance is a central role in statistics, where some
ideas that use it include descriptive statistics, statistical
inference, hypothesis testing, and Monte Carlo sampling.
Variance is an important tool, where statistical analysis of
data is common. Variance is the square of the standard
deviation, the second central moment of a distribution,
and the covariance of the random variable with itself, and
it is often represented by V ar(X). If the generator of ran-
dom variable X is discrete with probability mass function
x1 `→ p1, x2 `→ p2, · · · , xn `→ pn then

V ar(X) =

n∑
i=1

pi · (xi − µ)2,

where µ is the expected value, i.e. µ =
∑n

i=1 pixi. When
such a discrete weighted variance is specified by weights
whose sum is not 1, one divides by the sum of the weights.
Therefore, in statistics, the variance of a set of n equally
likely values can be written as

V ar(X) =
1

n

n∑
i=1

(xi − µ)2,

where µ is the average value, i.e. µ = 1
n

∑n
i=1 xi.

In statistics, the standard deviation (SD, also repre-
sented by the lower case Greek letter sigma σ) is a mea-
sure that is used to quantify the amount of variation or
dispersion of a set of data values. A low standard devia-
tion indicates that the data points tend to be close to the
mean (also called the expected value) of the set, while a
high standard deviation indicates that the data points are
spread out over a wider range of values. The standard de-
viation of a random variable, statistical population, data
set, is the square root of its variance, i.e.,

σ =
√
V ar(X) =

√√√√ 1

n

n∑
i=1

(xi − µ)2

where µ = 1
n

∑n
i=1 xi.

Coefficient of variation is another statistic to measure
the degree of variation of observed values in data. When
comparing the degree of variability of two or more data,
the standard deviation can be used directly if the unit
of measurement is the same as the average. If the unit
and/or average are different, the standard deviation could
not be used to compare the degree of variation, but the
ratio of the standard deviation to the average (relative
value) should be used to compare. The ratio of standard
deviation to average is called coefficient of variation (cv),
i.e.,

cv =
σ

µ

where σ =
√

1
n

∑n
i=1(xi − µ)2 and µ = 1

n

∑n
i=1 xi. Coef-

ficient of variation can eliminate the effect of unit and/or

average differences on the comparison of variability be-
tween two or more data sets. Therefore, coefficient of
variation can be used to calculate the different dimen-
sionless data sets between Bitcoin and Ethereum. More
theories about variance, standard deviation, and coeffi-
cient of variation, please refer to the probability theory
and statistics textbooks.

4 Calculations

According to the measurement method presented above,
let’s now calculate coefficients of variation for the blocks
mined and address balance in Bitcoin and Ethereum net-
works. We can calculate the decentralized extents each of
them according to coefficients of variation.

4.1 Blocks Mined

The quantity of blocks mined reflects the priority to ac-
count in blockchain networks. The data is more dis-
persed (or polarized), the ability of the miners control-
ling the entire blockchain network is more powerful, and
the extent of decentralization of the blockchain network
is lower. On the contrary, the data is more average, the
ability of the miners controlling the entire blockchain net-
work is weaker, and the extent of decentralization of the
blockchain network is higher.

Hence, we use the coefficient of variation as the mea-
surement method to calculate and quantify the degrees of
data dispersion for Bitcoin and Ethereum networks, and
we can compare the extents of decentralization between
them.

4.1.1 Coefficient of Variation of Bitcoin Blocks
Mined

We catch the data of Bitcoin blocks mined over the last
7 days from the website btc.com on Oct. 25, 2018, where
Bitcoin’s data will be updated in real time, as show in
Figure 1.

The green frame in Figure 1 is the data top list of
Bitcoin blocks mined. The data distribution of top 19
blocks mined in Bitcoin network is as show in Figure 2.
We can see that the top 7 miners mined most blocks,
and they can influence the decentralized extent of entire
Bitcoin network.

According to the measurement method presented
above, we use the random variable X = {161, 136, 110,
101, 95, 90, 73, 16, 15, 15, 12, 11, 10, 10, 7, 6, 4, 2, 1}
and sample number n = 19 to calculate the coefficient of
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Figure 1: Miner distribution sorted by blocks mined in Bitcoin network over the last 7 days (Data from
https://btc.com/ on Oct. 25, 2018 [1])

Figure 2: The distribution of top 19 blocks mined in Bit-
coin network

variation that is introduced above as follows.

µ =
1

n

n∑
i=1

xi ≈ 46.05

σ =

√√√√ 1

n

n∑
i=1

(xi − µ)2 ≈ 51.38

cv =
σ

µ
≈ 1.12.

We obtain the value of coefficient of variation of Bitcoin
blocks mined is approximately equal to 1.12.

4.1.2 Coefficient of Variation of Ethereum
Blocks Mined

In the same way, we obtain the Ethereum block data over
the last 7 days on Oct. 25, 2018 from the website ether-
scan.io, where Ethereum’s data will be updated in real
time, as show in Figure 3.

The red frame in Figure 3 is the data top list of
Ethereum blocks mined. The data distribution of top 19
blocks mined in Ethereum network is as show in Figure 4.
We can see that the only top 5 miners mined most blocks,
and they can influence the decentralized extent of entire
Ethereum network.

We also use the random variable Y = {11389, 9569,
5711, 4334, 3748, 816, 729, 591, 589, 461, 378, 329, 315,
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Figure 3: Miner distribution sorted by blocks mined in Ethereum network over the past 7 days (Data from
https://etherscan.io/ on Oct. 25, 2018 [6])

Figure 4: The distribution of top 19 blocks mined in
Ethereum network

301, 288, 256, 241, 229, 198} and sample number n = 19
to calculate the coefficient of variation as follows.

µ =
1

n

n∑
i=1

yi ≈ 2130.11

σ =

√√√√ 1

n

n∑
i=1

(yi − µ)2 ≈ 3271.55

cv =
σ

µ
≈ 1.54.

We obtain the value of coefficient of variation of Ethereum
blocks mined is approximately equal to 1.54.

4.2 Address Balance

This index examines the addresses of the first 100 tokens,
and accumulative total tokens as a percentage of the total
tokens in the blockchain. We believe that the decentral-
ized blockchain should also decentralize wealth, and the
more centralized tokens means that institutions or indi-
viduals with a large number of tokens are more likely to
manipulate token prices.

4.2.1 Coefficient of Variation of Bitcoin Address
Balance

We catch the data of Bitcoin address balance (token) from
the website btc.com on Oct. 25, 2018 as show in Figure 5.

The green frame in Figure 5 is the data top list of
Bitcoin address balances (tokens). The data distribution
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Figure 5: Address Balance in Bitcoin network (Data from https://btc.com/ on Oct. 25, 2018 [2])

of top 100 address balances (tokens) in Bitcoin network
is as show in Figure 6.

Herein we can ignore the decimal digits since the values
of address balances are very huge. Therefore, we use the
random variable X = {133317, 129234, 107203, 98042,
97848, 85947, 79957, 69370, 66452, 66379, 66236, 66234,
63600, 55483, 53880, 53000, 52431, 51830, 48500, 45899,
40593, 40474, 40438, 40414, 40054, 40000, 36000, 35612,
34010, 32957, 32841, 32796, 32500, 32490, 31925, 31270,
31085, 31000, 30108, 29999, 29772, 29683, 28151, 27833,
27683, 27496, 26215, 25489, 25409, 25403, 25378, 25302,
25272, 25160, 25064, 24000, 23228, 22891, 22211, 22173,
22100, 21603, 20934, 20263, 20008, 20000, 19414, 17955,
17817, 16252, 16224, 16000, 15746, 15500, 15000, 15000,
15000, 14850, 14627, 14500, 14316, 14000, 13900, 13576
,13000 12800, 12553, 12000, 11927, 11837, 11800, 11337,
11251, 11102, 10960, 10910, 10900, 10885, 10846, 10771}
and sample number n = 100 to calculate the coefficient
of variation as follows.

µ =
1

n

n∑
i=1

xi ≈ 32906.88

σ =

√√√√ 1

n

n∑
i=1

(xi − µ)2 ≈ 25055.40

cv =
σ

µ
≈ 0.76.

We obtain the value of coefficient of variation of Bitcoin
address balances is approximately equal to 0.76.

4.2.2 Coefficient of Variation of Ethereum Ad-
dress Balance

We also catch the data of Ethereum address balance from
the website etherscan.io on Oct. 25, 2018 as show in Fig-
ure 7.

The red frame in Figure 7 is the data top list of
Ethereum address balances (tokens). The data distribu-
tion of top 100 address balances (tokens) in Ethereum
network is as show in Figure 8.

Herein we still can ignore the decimal digits since the
values of address balances are very huge. Therefore, we
use the random variable Y = {1538423, 1510066, 1507810,
1483159, 1378754, 1024185, 1004999, 1000000, 988888,
959123, 825000, 817061, 801053, 672785, 672524, 670941,
658443, 560000, 558117, 552124, 549774, 530000, 505000,
493015, 483000, 450000, 450000, 450000, 436000, 427828,
403085, 395433, 380000, 369023, 365003, 350001, 345741,
325000, 319500, 306276, 281380, 275000, 267786, 254248,
250000, 245342, 245300, 234322, 232419, 221195, 220523,
219824, 207438, 204364, 204176, 203527, 203468, 200782,
195524, 193737, 190905, 190121, 189000, 187068, 185591,
183371, 180001, 176650, 172224, 169032, 166602, 164998,
163197, 150000, 142943, 141354, 137476, 135284, 132930,
132288, 131340, 130379, 130000, 128529, 126850, 125266,
123450, 122862, 121861, 120347, 114939, 113762, 110195,
109488, 109381, 108761, 107866, 107371, 106712, 105114}
and sample number n = 100 to calculate the coefficient
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Figure 6: The distribution of top 100 address balance in Bitcoin network

Figure 7: Address Balances in Ethereum network (Data from https://etherscan.io/ on Oct. 25, 2018 [7])
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Figure 8: The distribution of top 100 address balances in Ethereum network

of variation as follows.

µ =
1

n

n∑
i=1

yi ≈ 377230.01

σ =

√√√√ 1

n

n∑
i=1

(yi − µ)2 ≈ 345119.60

cv =
σ

µ
≈ 0.91.

We also obtain the value of coefficient of variation of
Ethereum address balances is approximately equal to
0.91.

5 Comparison and Analysis

We present the comparison of decentralization extents be-
tween Bitcoin and Ethereum, and we analyze the central-
ized and decentralized influences in Bitcoin and Ethereum
networks.

5.1 Blocks Mined Index

This index examines how many individual or organiza-
tional unions are needed to control more than 50% ac-
count power. For example, how many pools in PoW will
add up to 50% of the total net power. This index intu-
itively reflects the difficulty of controlling a digital cur-
rency through 51% attacks. We believe that the more
decentralized the blockchain, the less likely it is to con-
trol the entire blockchain by controlling a few individuals
or organizations.

According to the results of calculations of coefficients
of variation above, the value of coefficient of variation of

Ethereum blocks mined is larger than the value of coef-
ficient of variation of Bitcoin blocks mined, as show in
Figure 9.

Figure 9: Coefficients of variation of blocks mined com-
parison between Bitcoin and Ethereum

As shown in Figure 9, Bitcoin mining is more decen-
tralized than Ethereum as measured by blocks mined over
the past 7 days. Ethereum mining is somewhat more cen-
tralized.

5.2 Address Balance Index

This index is a more controversial indicator, because
many people would argue that addresses with a large
number of tokens may be exchanges. Actually, those to-
kens are not exchanges, but are temporarily deposited in
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exchanges. Herein, we still believe that address balance
decentralization is an important factor in the real decen-
tralization of digital money.

According to the results of calculations of coefficients
of variation above, the value of coefficient of variation of
Ethereum address balance is also larger than the value of
coefficient of variation of Bitcoin address balance, as show
in Figure 10.

Figure 10: Coefficients of variation of address balances
comparison between Bitcoin and Ethereum

As shown in Figure 10, Bitcoin’s wealth is more decen-
tralized than Ethereum as measured by address balances.
Ethereum’s wealth is somewhat more centralized.

5.3 Extents of Decentralization

To sum up the coefficient of variation results of calcula-
tions above, we list the quantitative extents of decentral-
ization for Bitcoin and Ethereum networks as the follow-
ing table.

Table 1: Extents of decentralization

Coefficient of Blocks Mined Address Balance
Variation (Top 19) (Top 100)
Bitcoin Network 1.12 0.76
Ethereum
Network 1.54 0.91
Comparison
(Bitcoin is less 27.3% 16.5%
than Ethereum)

This table shows that the extents of decentralization
of Bitcoin network are 1.12, 1.54 respectively, and the ex-
tents of decentralization of Ethereum network are 0.76,
0.91 respectively. Hence, the extents of decentralization
of Bitcoin network are more 27.3%, 16.5% large than
Ethereum respectively.

6 Conclusions

Decentralization is the most important property of net-
works like Bitcoin and Ethereum. It is critical to be able
to measure the extents of decentralization. More impor-
tantly, the coefficient of variation method is one such gen-
eral measurement method adapting to quantify dispersion
for any data set. Therefore, given a proposed blockchain
network, we can calculate its coefficient of variation for
kinds of targets which you think they are important, and
analyze whether this is plausibly a decentralization bot-
tleneck for the network.
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