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Abstract

Let p, q be two distinct odd primes, and let m,n be non-
negative integers. We consider a family of binary se-
quences defined by generalized cyclotomic classes modulo
pm+1qn+1. The first contribution is to determine their
linear complexity, which improves certain results of Hu,
Yue and Wang. The second contribution is to compute
the autocorrelation values. Results obtained indicate that
such sequences are ‘good’ from the viewpoint of cryptog-
raphy.

Keywords: Autocorrelation Value; Generalized Cyclo-
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1 Introduction

The theory of cyclotomy is widely applied in cryptogra-
phy. A typical application is the design of pseudorandom
sequences or numbers. By defining the (generalized) cy-
clotomic classes modulo an integer, families of pseudoran-
dom sequences can be designed with the desired crypto-
graphic features. The classical examples are the Legendre
sequences that derived from cyclotomic classes modulo an
odd prime and the Jacobi sequences that derived from
generalized cyclotomic classes modulo the product of two
odd distinct primes. Attention is also paid to the gener-
alized cyclotomic classes modulo a general number in the
literature, see e.g., [1–5,9, 11,12].

At the beginning of this decade, Hu, Yue and Wang [6]
introduced families of binary sequences via defining
generalized cyclotomic classes modulo N , where N =
pm+1qn+1 for two distinct odd primes p and q and non-

negative integers m and n. Let

d = (p− 1, q − 1) =
(
φ
(
pm+1

)
, φ
(
qn+1

))
,

e =
φ
(
pm+1

)
φ
(
qn+1

)
d

,

where φ denotes the Euler function. Let g be a common
primitive root of pm+1 and qn+1, and let x be an integer
satisfying

x ≡ g (mod pm+1), x ≡ 1 (mod qn+1).

Define

Gi =
{
gsxi : s = 0, 1, · · · , e− 1

}
, i = 0, 1, · · · , d− 1.

Then

Z∗pm+1qn+1 =

d−1⋃
i=0

Gi

For 0 ≤ a ≤ m+ 1 and 0 ≤ b ≤ n+ 1, let

G
(a,b)
i =


paqbGi, if a ≤ m, b ≤ n, 0 ≤ i ≤ d− 1,
paqn+1Z∗N , if a ≤ m, b = n+ 1, i = 0,
pm+1qbZ∗N , if a = m+ 1, b ≤ n, i = 0,
{0}, if a = m+ 1, b = n+ 1, i = 0.

Then Hu, Yue and Wang [6] introduced the binary se-
quence s∞ of period N by setting

sj =

{
1, if (j mod N) ∈ Ω,
0, otherwise,

(1)

where Ω, usually called the characteristic set or support
set of s∞, is selected as

Ω =

m+1⋃
a=0

n+1⋃
b=0

⋃
i∈Ia,b

G
(a,b)
i ,
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for

Ia,b ⊂
{
{0, 1, · · · , d− 1} , if a ≤ m, b ≤ n,
{0}, otherwise.

(2)

They developed a way to compute the linear complexity
(see the notion below) of s∞. However, it seems difficult
to determine the exact values due to the choice of Ia,b,
see [6, Thm.2.5]. Motivated by this reason, we will only
choose a special Ia,b as follows and consider the linear
complexity and autocorrelation (see the notion below) of
the special binary sequence:

Ia,b =



{1, 3, 5, · · · , d− 1} ,
if 0 ≤ a ≤ m and 0 ≤ b ≤ n,

∅,
if 0 ≤ a ≤ m+ 1 and b = n+ 1,

{0},
if a = m+ 1 and 0 ≤ b ≤ n.

(3)

We remark that, results of autocorrelation of such se-
quences have not been reported in the literature. We
organise this work as follows. In Section 2 we prove
the linear complexity of sequence defined in Equation (1)
with Ia,b in Equation (3) and compute its autocorrela-
tion values in Section 3. Finally we draw a conclusion
in Section 4. We conclude this section by introducing
the notions of linear complexity and autocorrelation of
sequences.

The linear complexity is an important cryptographic
characteristic of sequences and provides information on
predictability and thus unsuitability for cryptography.
Let F be a field. For a T -periodic sequence s∞ over F, the
linear complexity L(s∞) of the sequence s∞ is defined to
be the length of the shortest linear feedback shift regis-
ter that can generate the sequence, which is the smallest
nonnegative integer L satisfying

st = c1st−1 + c2st−2 + · · ·+ cLst−L for all t ≥ L,

where constants c1, · · · , cL ∈ F. Let

s(X) = s0 + s1X + · · ·+ sT−1X
T−1 ∈ F[X],

which is called the generating polynomial of s∞. Then
the linear complexity over F of s∞ can be computed as

L(s∞) = T − deg
(
gcd(XT − 1, s(X))

)
, (4)

which is the degree of the characteristic polynomial,
XT−1

gcd(XT−1, s(X))
, of the sequence. Moreover, the autocorre-

lation value Cs(w) of the sequence s∞ at shift w is defined
by

Cs(w) =

T−1∑
i=0

(−1)si+w+si ,

where 1 ≤ w ≤ T − 1. See, e.g., [3] for details.

2 Linear Complexity

In this section, we will determine the exact values of the
linear complexity of the binary sequences defined in Equa-
tion (1) with Ia,b in Equation (3). Our result is the fol-
lowing.

Theorem 1. Let s∞ be the N -periodic binary sequence
defined as in Equation (1) with Ia,b in Equation (3) for
defining Ω. Then the linear complexity of s∞ satisfies

L(s∞) = pm+1qn+1 − (pm+1 − 1)(qn+1 − 1)

2

−Ap,m(qn+1 − 1)−Aq,n(pm+1 − 1)− 1

if p ≡ ±1 (mod 8), q ≡ ±1 (mod 8) or p ≡ ±3 (mod
8), q ≡ ±3 (mod 8), and otherwise

L(s∞) = pm+1qn+1 −Ap,m(qn+1 − 1)−Aq,n(pm+1 − 1)− 1,

where

Aq,n =

{
1, if (n+1)(q−1)

2 ≡ 0 (mod 2),

0, if (n+1)(q−1)
2 ≡ 1 (mod 2),

Ap,m =

{
1, if 1 + (m+1)(p−1)

2 ≡ 0 (mod 2),

0, if 1 + (m+1)(p−1)
2 ≡ 1 (mod 2).

2.1 Properties of the Generalized Cyclo-
tomic Classes

Lemma 1. Let α be a primitive N -th root of unity in
the field F2δ for δ = ordN (2). Let (t, pq) = 1, 0 ≤ u ≤
m+ 1, 0 ≤ v ≤ n+ 1.

1) Suppose that 0 ≤ a ≤ m and 0 ≤ b ≤ n. Then we
have

∑
l∈G(a,b)

0

αtp
uqvl =



0, if u < m− a or v < n− b,∑
l∈G(m,n)

0

αtl, if u = m− a, v = n− b,

q − 1

d
, if u = m− a, v > n− b,

p− 1

d
, if u > m− a, v = n− b,

0, if u > m− a, v > n− b.

2) Suppose that 0 ≤ a ≤ m and b = n + 1. Then we
have ∑

l∈G(a,n+1)
0

αtp
uqvl =

{
1, if u = m− a,
0, if u 6= m− a.

3) Suppose that a = m + 1 and 0 ≤ b ≤ n. Then we
have ∑

l∈G(m+1,b)
0

αtp
uqvl =

{
1, if v = n− b,
0, if v 6= n− b.

Proof. See Lemma 2.4 in [6].
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According to [10], Whiteman’s generalized cyclotomic
classes of order d are defined by

Di =

{
gsxi : s = 0, 1, · · · , (p− 1)(q − 1)

d
− 1

}
,

where i = 0, 1, · · · , d− 1. Clearly,

Z∗pq = ∪d−1
i=0Di, Di ∩Dj = ∅ for i 6= j.

Lemma 2. DiDj = D(i+j) mod d, where i, j =
0, 1, · · · , d− 1.

Proof. This is Lemma 1 of [13].

Lemma 3. 2 ∈
d
2−1⋃
j=0

D2j if and only if p ≡ ±1 (mod

8), q ≡ ±1 (mod 8) or p ≡ ±3 (mod 8), q ≡ ±3 (mod

8); 2 ∈
d
2−1⋃
j=0

D2j+1 if and only if p ≡ ±1 (mod 8), q ≡

±3 (mod 8) or p ≡ ±3 (mod 8), q ≡ ±1 (mod 8).

Proof. See Theorem 5 in [13].

2.2 Proof of Theorem 1

According to Equation (4), the linear complexity of s∞

can be computed by

L(s∞) = N −
∣∣{t : s(αt) = 0, 0 ≤ t < N

}∣∣ ,
where α is a primitive N -th root of unity in the field F2δ

for δ = ordN (2).

We note that G
(a,b)
k = paqbGk = paqbxkG0 = xkG

(a,b)
0

for 0 ≤ a ≤ m, 0 ≤ b ≤ n, and

Ω =

m+1⋃
a=0

n+1⋃
b=0

⋃
i∈Ia,b

G
(a,b)
i =

n+1⋃
b=0

G
(m+1,b)
0

m⋃
a=0

n⋃
b=0

d
2−1⋃
i=0

G
(a,b)
2i+1.

Hence

s(αt) =
∑
j∈Ω

αtj

=
∑

j∈
⋃n
b=0G

(m+1,b)
0

⋃m
a=0

⋃n
b=0

⋃ d
2
−1

i=0 G
(a,b)
2i+1

αtj

=

n∑
b=0

∑
l∈G(m+1,b)

0

αtl +

m∑
a=0

n∑
b=0

d
2−1∑
i=0

∑
l∈G(a,b)

0

αx
2i+1tl.

Since

ZN =

m⋃
a=0

n⋃
b=0

d−1⋃
k=0

paqbGk

m⋃
a=0

paqn+1Z∗N
n+1⋃
b=0

pm+1qbZ∗N ,

any t ∈ ZN can be written as t = puqvxkgh for 0 ≤ u ≤
m + 1, 0 ≤ v ≤ n + 1, 0 ≤ k ≤ d − 1 and 0 ≤ h ≤ e − 1.

Then by Lemma 1 we have

s(αt) =

n∑
b=0

∑
l∈G(m+1,b)

0

αp
uqvxkghl

+

m∑
a=0

n∑
b=0

d
2−1∑
i=0

∑
l∈G(a,b)

0

αx
2i+1puqvxkghl

=

n∑
b=0

∑
l∈G(m+1,b)

0

αp
uqvl

+

m∑
a=0

n∑
b=0

d
2−1∑
i=0

∑
l∈G(a,b)

0

αx
2i+1+kpuqvl

=

n∑
b=0

b=n−v

1 +

m∑
a=0

a=m−u

n∑
b=0

b=n−v

d
2−1∑
i=0

∑
l∈G(m,n)

0

αx
2i+1+kl

+
q − 1

d

m∑
a=0

a=m−u

n∑
b=0

b>n−v

d
2−1∑
i=0

1

+
p− 1

d

m∑
a=0

a>m−u

n∑
b=0

b=n−v

d
2−1∑
i=0

1. (5)

Case I: For 0 ≤ u ≤ m and 0 ≤ v ≤ n, from Equation (5)
we have

s(αt) = 1 +

d
2−1∑
i=0

∑
l∈G(m,n)

0

αx
2i+1+kl +

q − 1

2

n∑
b=0

b>n−v

1

+
p− 1

2

m∑
a=0

a>m−u

1

= 1 +

d
2−1∑
i=0

(p−1)(q−1)
d −1∑
r=0

αx
2i+1+kpmqngr

+
v(q − 1)

2
+
u(p− 1)

2

= 1 +

d
2−1∑
i=0

∑
l∈D(2i+1+k) mod d

αp
mqnl

+
v(q − 1)

2
+
u(p− 1)

2
,

which implies that

s(αt) = 0 ⇐⇒
d
2−1∑
i=0

∑
l∈D(2i+1+k) mod d

αp
mqnl

≡ 1 +
v(q − 1)

2
+
u(p− 1)

2
(mod 2).
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Hence we get∣∣∣∣∣
{
t : s(αt) = 0, t ∈

m⋃
a=0

n⋃
b=0

d−1⋃
k=0

paqbGk

}∣∣∣∣∣
=

m∑
a=0

n∑
b=0

Ap,q,a,b
pm−aqn−b(p− 1)(q − 1)

d
,

where

Ap,q,a,b =

{
E, if 1 + b(q−1)

2 + a(p−1)
2 ≡ 0 (mod 2),

F, if 1 + b(q−1)
2 + a(p−1)

2 ≡ 1 (mod 2),

for

E = |{k :

d
2−1∑
i=0

∑
l∈D(2i+1+k) mod d

αp
mqnl = 0, k = 0, · · · , d− 1}|,

F = |{k :

d
2−1∑
i=0

∑
l∈D(2i+1+k) mod d

αp
mqnl = 1, k = 0, · · · , d− 1}|.

On the other hand, since s(X) ∈ F2[X], it follows that

s(αt)2 = s(α2t). If 2 ∈ ∪
d
2−1
j=0 D2j , then by Lemma 2 we

have

s(αt)2 = s(α2t)

= 1 +

d
2−1∑
i=0

∑
l∈D(2i+1+k) mod d

α2pmqnl

+
v(q − 1)

2
+
u(p− 1)

2
= s(αt).

In this case s(αt) ∈ {0, 1}.
Note that αp

mqn is a primitive pq-th root of unity in
an extension field of F2 and

d
2−1∑
i=0

∑
l∈D2i

αp
mqnl +

d
2−1∑
i=0

∑
l∈D2i+1

αp
mqnl = 1.

If 2 ∈
d
2−1⋃
j=0

D2j+1, then by Lemma 2 we have

s(αt)2 = s(α2t)

= 1 +

d
2−1∑
i=0

∑
l∈D(2i+1+k) mod d

α2pmqnl

+
v(q − 1)

2
+
u(p− 1)

2
= s(αt) + 1.

Thus s(αt) /∈ {0, 1}.

By Lemma 3, if p ≡ ±1 (mod 8), q ≡ ±1 (mod 8) or
p ≡ ±3 (mod 8), q ≡ ±3 (mod 8), then E = F = d

2 and

hence Ap,q,a,b = d
2 and∣∣∣∣∣

{
t : s(αt) = 0, t ∈

m⋃
a=0

n⋃
b=0

d−1⋃
k=0

paqbDGk

}∣∣∣∣∣
=

m∑
a=0

n∑
b=0

paqb(p− 1)(q − 1)

2

=
(pm+1 − 1)(qn+1 − 1)

2
.

If p ≡ ±1 (mod 8), q ≡ ±3 (mod 8) or p ≡ ±3 (mod
8), q ≡ ±1 (mod 8), then E = F = 0 and hence
Ap,q,a,b = 0 and∣∣∣∣∣

{
t : s(αt) = 0, t ∈

m⋃
a=0

n⋃
b=0

d−1⋃
k=0

paqbGk

}∣∣∣∣∣ = 0.

Case II: For u = m+1 and 0 ≤ v ≤ n, from Equation (5)
we have

s(αt) = 1 +
(m+ 1)(p− 1)

2
,

and

s(αt) = 0⇐⇒ 1 +
(m+ 1)(p− 1)

2
≡ 0 (mod 2).

So we conclude that∣∣∣∣∣
{
t : s(αt) = 0, t ∈

n⋃
b=0

pm+1qbZ∗N

}∣∣∣∣∣
= Ap,m

n∑
b=0

qn−b(q − 1) = Ap,m(qn+1 − 1).

Case III: For 0 ≤ u ≤ m and v = n+1, from Equation (5)
we have

s(αt) =
(n+ 1)(q − 1)

2
,

from which we obtain

s(αt) = 0⇐⇒ (n+ 1)(q − 1)

2
≡ 0 (mod 2).

Therefore∣∣∣∣∣
{
t : s(αt) = 0, t ∈

m⋃
a=0

paqn+1Z∗N

}∣∣∣∣∣
= Aq,n

m∑
a=0

pm−a(p− 1) = Aq,n(pm+1 − 1).

Case IV: For u = m+1 and v = n+1, from Equation (5)
we have

s(αt) = s(α0) = s(1) = 0.
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Putting everything together, we complete the proof of
Theorem 1.

Remark 1. It is not hard to show that

Aq,0 =

{
1, if q ≡ 1 (mod 4),
0, if q ≡ 3 (mod 4),

Ap,0 =

{
1, if p ≡ 3 (mod 4),
0, if p ≡ 1 (mod 4).

It is obvious that our results are entirely consistent with
those in [13].

3 Autocorrelations

Let
(
·
p

)
denote the Legendre symbol modulo p, and

(
·
q

)
the Legendre symbol modulo q. In this section, we deter-
mine the exact values of autocorrelation of s∞.

Theorem 2. Let s∞ be the N -periodic binary sequence
defined as in Equation (1) with Ia,b in Equation (3)
for defining Ω. For 1 ≤ w ≤ pm+1qn+1 − 1 with(
w, pm+1qn+1

)
= pa0qb0 , the autocorrelation of s∞ sat-

isfies

Cs(w) =



pmqn +
(

1− (−1)
p+q
2

)
·
(
w
p

)(
w
q

)
− 2,

if a0 = 0, b0 = 0,
qn(1− pm+1) + qn+1 − 4,

if a0 = m+ 1, b0 = 0,
pm(1− qn+1) + pm+1,

if a0 = 0, b0 = n+ 1,
pmqn−b0 + pmqn−b0+1(1− qb0)

+
(

1− (−1)
p+q
2

)
·
(

w

qb0

p

)(
w

qb0

q

)
− 2,

if a0 = 0, 1 ≤ b0 ≤ n,
pm−a0qn + qnpm−a0+1(1− pa0)

+
(

1− (−1)
p+q
2

)
·
( w
pa0

p

)( w
pa0

q

)
− 2,

if 1 ≤ a0 ≤ m, b0 = 0,
qn−b0(1− pm+1)

+qn−b0+1(1− qb0)(1− pm+1) + qn+1 − 4,
if a0 = m+ 1, 1 ≤ b0 ≤ n,

pm−a0(1− qn+1)
+pm−a0+1(1− pa0)(1− qn+1) + pm+1,

if 1 ≤ a0 ≤ m, b0 = n+ 1,
pm−a0qn−b0 + pm−a0qn−b0+1(1− qb0)

+qn−b0pm−a0+1(1− pa0)
+pm−a0+1qn−b0+1(1− pa0)(1− qb0)

+
(

1− (−1)
p+q
2

)
·
(

w

pa0 qb0

p

)(
w

pa0 qb0

q

)
− 2,

if 1 ≤ a0 ≤ m, 1 ≤ b0 ≤ n.

Remark 2. Theorem 2 shows that the autocorrelation
values of s∞ are quite good.

3.1 Certain Identities Involving Charac-
ter Sums

To prove Theorem 2, we need the following identities.

Lemma 4. Assume that 1 ≤ w ≤ pm+1qn+1 − 1. Then
we have

pm+1qn+1−1∑
k=0
qn+1|k

qn+1|k+w

1−
pm+1qn+1−1∑

k=1
pm+1|k
qn+1|k+w

1

−
pm+1qn+1−1∑

k=0
qn+1|k

pm+1|k+w

pm+1qn+1-k+w

1 +

pm+1qn+1−1∑
k=1

pm+1|k
pm+1|k+w

pm+1qn+1-k+w

1

=

 qn+1 − 4, if pm+1 | w,
pm+1, if qn+1 | w,
−2, if pm+1 - w and qn+1 - w.

Proof. It is not hard to show that

pm+1qn+1−1∑
k=0
qn+1|k

qn+1|k+w

1 =

{
pm+1, qn+1 | w,
0, qn+1 - w,

pm+1qn+1−1∑
k=1

pm+1|k
qn+1|k+w

1 =

{
0, qn+1 | w,
1, qn+1 - w,

pm+1qn+1−1∑
k=0
qn+1|k

pm+1|k+w

pm+1qn+1-k+w

1 =

{
0, qn+1 | w,
1, qn+1 - w,

pm+1qn+1−1∑
k=1

pm+1|k
pm+1|k+w

pm+1qn+1-k+w

1 =

{
qn+1 − 2, pm+1 | w,
0, pm+1 - w.

Lemma 4 is thus established.

Lemma 5. Assume that 1 ≤ w ≤ pm+1qn+1 − 1 with(
w, pm+1qn+1

)
= pa0qb0 . Then we have

m∑
a=0

n∑
b=0

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=paqb

qn+1|k+w

(
k

paqb

p

)(
k

paqb

q

)

−
m∑
a=0

n∑
b=0

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=paqb

pm+1|k+w

pm+1qn+1-k+w

(
k

paqb

p

)(
k

paqb

q

)
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+

m∑
a=0

n∑
b=0

pm+1qn+1−1∑
k=0
qn+1|k

(k+w,pm+1qn+1)=paqb

(
k+w
paqb

p

)(
k+w
paqb

q

)

−
m∑
a=0

n∑
b=0

pm+1qn+1−1∑
k=1

pm+1|k
(k+w,pm+1qn+1)=paqb

(
k+w
paqb

p

)(
k+w
paqb

q

)

=



(
1− (−1)

p+q
2

)
·

(
w

pa0qb0

p

)(
w

pa0qb0

q

)
,

if a0 ≤ m, b0 ≤ n,
0,

if a0 = m+ 1 or b0 = n+ 1.

Proof. By the properties of the Legendre symbols and
complete residue systems we get

m∑
a=0

n∑
b=0

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=paqb

qn+1|k+w

(
k

paqb

p

)(
k

paqb

q

)

=

m∑
a=0

n∑
b=0

pm+1−aqn+1−b−1∑
k=0

(k,pq)=1

qn+1|paqbk+w

(
k

p

)(
k

q

)

=

m∑
a=0

n∑
b=0

pm+1−aqn+1−b−1∑
k=0

qn+1|paqbk+w

(
k

p

)(
k

q

)

=

m∑
a=0

n∑
b=0

qn+1−b−1∑
k1=0

qn+1|pm+1qbk1+w

(
k1p

m+1−a

q

)

×
pm+1−a−1∑
k2=0

(
k2q

n+1−b

p

)
= 0, (6)

and

m∑
a=0

n∑
b=0

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=paqb

pm+1|k+w

pm+1qn+1-k+w

(
k

paqb

p

)(
k

paqb

q

)

=

m∑
a=0

n∑
b=0

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=paqb

pm+1|k+w

(
k

paqb

p

)(
k

paqb

q

)

−
m∑
a=0

n∑
b=0

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=paqb

pm+1|k+w

pm+1qn+1|k+w

(
k

paqb

p

)(
k

paqb

q

)

=



m∑
a=0

n∑
b=0

pm+1−aqn+1−b−1∑
k=0

pm+1|paqbk+w

(
k

p

)(
k

q

)

−
( −w

pa0 qb0

p

)( −w
pa0 qb0

q

)
,

if a0 ≤ m, b0 ≤ n,
m∑
a=0

n∑
b=0

pm+1−aqn+1−b−1∑
k=0

pm+1|paqbk+w

(
k

p

)(
k

q

)
,

if a0 = m+ 1 or b0 = n+ 1,

=


−

( −w
pa0qb0

p

)( −w
pa0qb0

q

)
,

if a0 ≤ m, b0 ≤ n,
0,

if a0 = m+ 1 or b0 = n+ 1.

(7)

Similarly, we have

m∑
a=0

n∑
b=0

pm+1qn+1−1∑
k=0
qn+1|k

(k+w,pm+1qn+1)=paqb

(
k+w
paqb

p

)(
k+w
paqb

q

)
= 0, (8)

and

m∑
a=0

n∑
b=0

pm+1qn+1−1∑
k=1

pm+1|k
(k+w,pm+1qn+1)=paqb

(
k+w
paqb

p

)(
k+w
paqb

q

)

=


−

(
w

pa0qb0

p

)(
w

pa0qb0

q

)
,

if a0 ≤ m, b0 ≤ n,
0,

if a0 = m+ 1 or b0 = n+ 1.

(9)

From Equation (6), Equation (7), Equation (8), and
Equation (9), we can get the conclusion of Lemma 5 di-
rectly.

Lemma 6. Assume that 1 ≤ w ≤ pm+1qn+1 − 1 with(
w, pm+1qn+1

)
= pa0qb0 . Then we have

m∑
a1=0

n∑
b1=0

m∑
a2=0

n∑
b2=0

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=pa1qb1

(k+w,pm+1qn+1)=pa2qb2

(
k

pa1qb1

p

)

×

(
k

pa1qb1

q

)(
k+w
pa2qb2

p

)(
k+w
pa2qb2

q

)
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=



pmqn,
if a0 = 0, b0 = 0,

qn(1− pm+1),
if a0 = m+ 1, b0 = 0,

pm(1− qn+1),
if a0 = 0, b0 = n+ 1,

pmqn−b0 + pmqn−b0+1(1− qb0),
if a0 = 0, 1 ≤ b0 ≤ n,

pm−a0qn + qnpm−a0+1(1− pa0),
if 1 ≤ a0 ≤ m, b0 = 0,

qn−b0(1− pm+1) + qn−b0+1(1− qb0)(1− pm+1),
if a0 = m+ 1, 1 ≤ b0 ≤ n,

pm−a0(1− qn+1) + pm−a0+1(1− pa0)(1− qn+1),
if 1 ≤ a0 ≤ m, b0 = n+ 1,

pm−a0qn−b0 + pm−a0qn−b0+1(1− qb0)
+qn−b0pm−a0+1(1− pa0)
+pm−a0+1qn−b0+1(1− pa0)(1− qb0),

if 1 ≤ a0 ≤ m, 1 ≤ b0 ≤ n.

Proof. By the properties of character sums, greatest com-
mon divisors and complete residue systems we have

m∑
a1=0

m∑
a2=0

a1>a2

n∑
b1=0

n∑
b2=0

b1>b2

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=pa1qb1

(k+w,pm+1qn+1)=pa2qb2

(
k

pa1qb1

p

)

×

(
k

pa1qb1

q

)(
k+w
pa2qb2

p

)(
k+w
pa2qb2

q

)

=

m∑
a1=0

m∑
a2=0

a1>a2

n∑
b1=0

n∑
b2=0

b1>b2

pm+1−a1qn+1−b1−1∑
k=0

(pa1qb1k+w,pm+1qn+1)=pa2qb2

(
k

p

)

×
(
k

q

) pa1qb1k+w
pa2qb2

p

 pa1qb1k+w
pa2qb2

q


=

m∑
a1=0

m∑
a2=0

a1>a2

n∑
b1=0

n∑
b2=0

b1>b2
pa2qb2‖w

pm+1−a1qn+1−b1−1∑
k=0

(
k

p

)

×
(
k

q

)( w
pa2qb2

p

)(
w

pa2qb2

q

)

=

m∑
a1=0

m∑
a2=0

a1>a2

n∑
b1=0

n∑
b2=0

b1>b2
pa2qb2‖w

qn+1−b1−1∑
k1=0

pm+1−a1∑
k2=0

(
k2

p

)

×
(
k1

q

)( w
pa2qb2

p

)(
w

pa2qb2

q

)
= 0.

In the same way we obtain

m∑
a1=0

m∑
a2=0

a1>a2

n∑
b1=0

n∑
b2=0

b1<b2

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=pa1qb1

(k+w,pm+1qn+1)=pa2qb2

(
k

pa1qb1

p

)

×

(
k

pa1qb1

q

)(
k+w
pa2qb2

p

)(
k+w
pa2qb2

q

)
= 0,

m∑
a1=0

m∑
a2=0

a1>a2

n∑
b1=0

n∑
b2=0

b1=b2

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=pa1qb1

(k+w,pm+1qn+1)=pa2qb2

(
k

pa1qb1

p

)

×

(
k

pa1qb1

q

)(
k+w
pa2qb2

p

)(
k+w
pa2qb2

q

)
= 0,

m∑
a1=0

m∑
a2=0

a1<a2

n∑
b1=0

n∑
b2=0

b1<b2

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=pa1qb1

(k+w,pm+1qn+1)=pa2qb2

(
k

pa1qb1

p

)

×

(
k

pa1qb1

q

)(
k+w
pa2qb2

p

)(
k+w
pa2qb2

q

)
= 0,

m∑
a1=0

m∑
a2=0

a1<a2

n∑
b1=0

n∑
b2=0

b1>b2

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=pa1qb1

(k+w,pm+1qn+1)=pa2qb2

(
k

pa1qb1

p

)

×

(
k

pa1qb1

q

)(
k+w
pa2qb2

p

)(
k+w
pa2qb2

q

)
= 0,

m∑
a1=0

m∑
a2=0

a1<a2

n∑
b1=0

n∑
b2=0

b1=b2

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=pa1qb1

(k+w,pm+1qn+1)=pa2qb2

(
k

pa1qb1

p

)

×

(
k

pa1qb1

q

)(
k+w
pa2qb2

p

)(
k+w
pa2qb2

q

)
= 0,

m∑
a1=0

m∑
a2=0

a1=a2

n∑
b1=0

n∑
b2=0

b1<b2

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=pa1qb1

(k+w,pm+1qn+1)=pa2qb2

(
k

pa1qb1

p

)

×

(
k

pa1qb1

q

)(
k+w
pa2qb2

p

)(
k+w
pa2qb2

q

)
= 0,

m∑
a1=0

m∑
a2=0

a1=a2

n∑
b1=0

n∑
b2=0

b1>b2

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=pa1qb1

(k+w,pm+1qn+1)=pa2qb2

(
k

pa1qb1

p

)

×

(
k

pa1qb1

q

)(
k+w
pa2qb2

p

)(
k+w
pa2qb2

q

)
= 0.

Summarizing the results of the eight cases we obtain

m∑
a1=0

n∑
b1=0

m∑
a2=0

n∑
b2=0

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=pa1qb1

(k+w,pm+1qn+1)=pa2qb2

(
k

pa1qb1

p

)
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×

(
k

pa1qb1

q

)(
k+w
pa2qb2

p

)(
k+w
pa2qb2

q

)

=

m∑
a1=0

m∑
a2=0

a1=a2

n∑
b1=0

n∑
b2=0

b1=b2

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=pa1qb1

(k+w,pm+1qn+1)=pa2qb2

(
k

pa1qb1

p

)

×

(
k

pa1qb1

q

)(
k+w
pa2qb2

p

)(
k+w
pa2qb2

q

)

=

m∑
a=0

n∑
b=0

pm+1−aqn+1−b−1∑
k=0

(paqbk+w,pm+1qn+1)=paqb

(
k

p

)(
k

q

)

×
(
k + w

paqb

p

)(
k + w

paqb

q

)

=

m∑
a=0

n∑
b=0

qn+1−b−1∑
k1=0

qb‖k1pm+1qb+w

pm+1−a−1∑
k2=0

pa‖k2paqn+1+w

(
k2q

n+1−b

p

)

×
(
k1p

m+1−a

q

)(
k2q

n+1−b + w
paqb

p

)

×

(
k1p

m+1−a + w
paqb

q

)

=

m∑
a=0

n∑
b=0

pa‖w,qb‖w

qn+1−b−1∑
k1=0

q-k1pm+1+ w

qb

pm+1−a−1∑
k2=0

p-k2qn+1+ w
pa

(
k2q

n+1−b

p

)

×
(
k1p

m+1−a

q

)(
k2q

n+1−b + w
paqb

p

)

×

(
k1p

m+1−a + w
paqb

q

)

+

m∑
a=0

n∑
b=0

pa‖w,qb+1|w

qn+1−b−1∑
k1=0

(k1,q)=1

pm+1−a−1∑
k2=0

p-k2qn+1+ w
pa

(
k2q

n+1−b

p

)

×
(
k1p

m+1−a

q

)(
k2q

n+1−b + w
paqb

p

)(
k1p

m+1−a

q

)

+

m∑
a=0

n∑
b=0

pa+1|w,qb‖w

qn+1−b−1∑
k1=0

q-k1pm+1+ w

qb

pm+1−a−1∑
k2=0

(k2,p)=1

(
k2q

n+1−b

p

)

×
(
k1p

m+1−a

q

)(
k2q

n+1−b

p

)(
k1p

m+1−a + w
paqb

q

)

+

m∑
a=0

n∑
b=0

pa+1|w,qb+1|w

qn+1−b−1∑
k1=0

(k1,q)=1

pm+1−a−1∑
k2=0

(k2,p)=1

(
k2q

n+1−b

p

)

×
(
k1p

m+1−a

q

)(
k2q

n+1−b

p

)(
k1p

m+1−a

q

)

=

m∑
a=0

n∑
b=0

pa‖w,qb‖w

qn+1−b−1∑
k1=0

(
k1

q

)(
k1 + w

paqb

q

)

×
pm+1−a−1∑
k2=0

(
k2

p

)(
k2 + w

paqb

p

)

+

m∑
a=0

n∑
b=0

pa‖w,qb+1|w

qn−b(q − 1)

×
pm+1−a−1∑
k2=0

(
k2

p

)(
k2 + w

paqb

p

)

+

m∑
a=0

n∑
b=0

pa+1|w,qb‖w

pm−a(p− 1)

×
qn+1−b−1∑
k1=0

(
k1

q

)(
k1 + w

paqb

q

)

+

m∑
a=0

n∑
b=0

pa+1|w,qb+1|w

pm−aqn−b(p− 1)(q − 1)

=

m∑
a=0

n∑
b=0

pa‖w,qb‖w

(−qn−b) · (−pm−a)

+

m∑
a=0

n∑
b=0

pa‖w,qb+1|w

qn−b(q − 1) · (−pm−a)

+

m∑
a=0

n∑
b=0

pa+1|w,qb‖w

pm−a(p− 1) · (−qn−b)

+

m∑
a=0

n∑
b=0

pa+1|w,qb+1|w

pm−aqn−b(p− 1)(q − 1)

=



pmqn,
if a0 = 0, b0 = 0,

qn(1− pm+1),
if a0 = m+ 1, b0 = 0,

pm(1− qn+1),
if a0 = 0, b0 = n+ 1,

pmqn−b0 + pmqn−b0+1(1− qb0),
if a0 = 0, 1 ≤ b0 ≤ n,

pm−a0qn + qnpm−a0+1(1− pa0),
if 1 ≤ a0 ≤ m, b0 = 0,

qn−b0(1− pm+1) + qn−b0+1(1− qb0)(1− pm+1),
if a0 = m+ 1, 1 ≤ b0 ≤ n,

pm−a0(1− qn+1) + pm−a0+1(1− pa0)(1− qn+1),
if 1 ≤ a0 ≤ m, b0 = n+ 1,

pm−a0qn−b0 + pm−a0qn−b0+1(1− qb0)
+qn−b0pm−a0+1(1− pa0)
+pm−a0+1qn−b0+1(1− pa0)(1− qb0),

if 1 ≤ a0 ≤ m, 1 ≤ b0 ≤ n.



International Journal of Network Security, First Online Feb. 29, 2020 (VDOI: 1816-3548-2020-00013) 9

3.2 Proof of Theorem 2

For integer k, suppose that gcd(k,N) = paqb, 0 ≤ a ≤ m,
0 ≤ b ≤ n. Write k = paqbk′, where gcd(k′, N) = 1. Note

that Ω =

m+1⋃
a=0

n+1⋃
b=0

⋃
i∈Ia,b

G
(a,b)
i , we have

k ∈ Ω ⇐⇒ there exists i ∈ Ia,b such that k ∈ paqbGi
⇐⇒ there exists i ∈ Ia,b such that k′ ∈ Gi
⇐⇒ there exist i ∈ Ia,b, 0 ≤ s ≤ e− 1

such that k′ ≡ gsxi (mod N)

⇐⇒ 1

φ(N)

∑
i∈Ia,b

e−1∑
s=0

∑
χ mod N

χ(k′)χ(gsxi) = 1

⇐⇒ 1

d

∑
χ mod N

χ(g)=1

χ(k′)
∑
i∈Ia,b

χ(xi) = 1,

where
∑

χ mod N

denotes the summation of all the multi-

plicative characters χ modulo N . Hence,

(−1)sk = −2

d

∑
χ mod N

χ(g)=1

χ 6=χ0

 ∑
i∈Ia,b

χ(xi)

χ(k′). (10)

Every character χ mod N can be factored in the form
χ = χ1χ2, where χ1 is a character mod pm+1 and χ2 is a
character mod qn+1. Therefore we have

∑
χ mod N

χ(g)=1

χ 6=χ0

 ∑
i∈Ia,b

χ(xi)

χ(k′)

=
∑

χ1 mod pm+1

∑
χ2 mod qn+1

χ1(g)χ2(g)=1

χ1χ2 6=χ0

 ∑
i∈Ia,b

χ1(xi)χ2(xi)



×χ1(k′)χ2(k′)

=
∑

χ1 mod pm+1

∑
χ2 mod qn+1

χ1(g)χ2(g)=1

χ1χ2 6=χ0

 ∑
i∈Ia,b

χ1(gi)

χ1(k′)χ2(k′).

Write

χ1(k′) =

{
e
(
k1indg,pm+1 (k′)

pm(p−1)

)
, (k′, p) = 1,

0, (k′, p) > 1,

χ2(k′) =

{
e
(
k2indg,qn+1 (k′)

qn(q−1)

)
, (k′, q) = 1,

0, (k′, q) > 1,

where e(y) = e2πiy, indg,pm+1(k′) is the unique integer

with k′ ≡ gindg,pm+1 (k′) (mod pm+1), 0 ≤ indg,pm+1(k′) ≤
pm(p−1)−1, and indg,qn+1(k′) denotes the unique integer

with k′ ≡ gindg,qn+1 (k′) (mod qn+1), 0 ≤ indg,qn+1(k′) ≤
qn(q − 1)− 1. Then we have

∑
χ mod N

χ(g)=1

χ 6=χ0

 ∑
i∈Ia,b

χ(xi)

χ(k′)

=

pm(p−1)−1∑
k1=0

qn(q−1)−1∑
k2=0

e( k1
pm(p−1) )e(

k2
qn(q−1) )=1

k21+k22>0

 ∑
i∈Ia,b

e

(
− ik1

pm(p− 1)

)

×e
(
k1indg,pm+1(k′)

pm(p− 1)

)
e

(
k2indg,qn+1(k′)

qn(q − 1)

)
.

It is not hard to show that

e

(
k1

pm(p− 1)

)
e

(
k2

qn(q − 1)

)
= 1

⇐⇒ e

(
k1q

n(q − 1) + k2p
m(p− 1)

pmqn(p− 1)(q − 1)

)
= 1

⇐⇒ pmqn(p− 1)(q − 1) | k1q
n(q − 1) + k2p

m(p− 1)

⇐⇒ pmqn(p− 1)(q − 1)

d

∣∣∣k1
qn(q − 1)

d
+ k2

pm(p− 1)

d
.

Then we deduce

pm(p− 1)

d

∣∣∣k1,
qn(q − 1)

d

∣∣∣k2.

Hence,

∑
χ mod N

χ(g)=1

χ6=χ0

 ∑
i∈Ia,b

χ(xi)

χ(k′)

=
∑

0≤t1≤d−1

∑
0≤t2≤d−1

t1+t2≡0 ( mod d)

t21+t22>0

∑
i∈Ia,b

(
e

(
− it1
d

))

×e
(
t1indg,pm+1(k′)

d

)
e

(
t2indg,qn+1(k′)

d

)

=

d−1∑
t=1

 ∑
i∈Ia,b

e

(
− it
d

) e

(
tindg,pm+1(k′)

d

)

×e
(
−
tindg,qn+1(k′)

d

)
. (11)

By Equation (10) and Equation (11), together with the
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definition of Ia,b we obtain

(−1)sk = −2

d

d−1∑
t=1

 d
2−1∑
i=0

e

(
− (2i+ 1)t

d

)
×e
(
tindg,pm+1(k′)

d

)
e

(
−
tindg,qn+1(k′)

d

)
= e

(
indg,pm+1(k′)

2

)
e

(
−

indg,qn+1(k′)

2

)
=

(
k′

p

)(
k′

q

)
.

Then for 0 ≤ k ≤ pm+1qn+1 − 1, we have

(−1)sk =



(
k′

p

)(
k′

q

)
, if k = paqbk′,

0 ≤ a ≤ m, 0 ≤ b ≤ n, (k′, pq) = 1,
1,

if qn+1 | k,
−1,

if pm+1 | k, k > 0.

For 1 ≤ w ≤ pm+1qn+1 − 1 with
(
w, pm+1qn+1

)
=

pa0qb0 , we get

Cs(w) =

pm+1qn+1−1∑
k=0

(−1)sk+w+sk

=

m∑
a1=0

n∑
b1=0

m∑
a2=0

n∑
b2=0

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=pa1qb1

(k+w,pm+1qn+1)=pa2qb2(
k

pa1qb1

p

)(
k

pa1qb1

q

)(
k+w
pa2qb2

p

)(
k+w
pa2qb2

q

)

+

m∑
a=0

n∑
b=0

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=paqb

qn+1|k+w

(
k

paqb

p

)(
k

paqb

q

)

−
m∑
a=0

n∑
b=0

pm+1qn+1−1∑
k=0

(k,pm+1qn+1)=paqb

pm+1|k+w

pm+1qn+1-k+w

(
k

paqb

p

)(
k

paqb

q

)

+

m∑
a=0

n∑
b=0

pm+1qn+1−1∑
k=0
qn+1|k

(k+w,pm+1qn+1)=paqb

(
k+w
paqb

p

)(
k+w
paqb

q

)

−
m∑
a=0

n∑
b=0

pm+1qn+1−1∑
k=1

pm+1|k
(k+w,pm+1qn+1)=paqb

(
k+w
paqb

p

)(
k+w
paqb

q

)

+

pm+1qn+1−1∑
k=0
qn+1|k

qn+1|k+w

1−
pm+1qn+1−1∑

k=1
pm+1|k
qn+1|k+w

1

−
pm+1qn+1−1∑

k=0
qn+1|k

pm+1|k+w

pm+1qn+1-k+w

1 +

pm+1qn+1−1∑
k=1

pm+1|k
pm+1|k+w

pm+1qn+1-k+w

1.

The statements of Theorem 2 then follows from Lemma 4-
Lemma 6.

4 Conclusions

In this paper we have proven the linear complexity and
autocorrelation values of a family of generalized cyclo-
tomic sequences of period N with any order d. The result
of linear complexity improves certain statement of [6] and
the result of autocorrelation is new.

In 2012 Hu, Yue and Wang [6] gave a method for
computing the linear complexity of Whiteman’s general-
ized cyclotomic sequences of period pm+1qn+1 (m,n ≥ 0)
with any order d. The method is applied to comput-
ing the exact linear complexity of Whiteman’s general-
ized cyclotomic sequences of period pq with order 4 and
period pm+1qn+1 (m,n ≥ 0) with order 4, respectively.
In fact, it is difficult to compute the exact value of Au,v
for 0 ≤ u ≤ m and 0 ≤ v ≤ n in the calculation for-
mula [6]. In this paper we determine the exact linear com-
plexity and the exact values of autocorrelation of White-
man’s generalized cyclotomic binary sequences of any or-
der d and period pm+1qn+1 (m,n ≥ 0) due to the different
definitions of the support set, which makes it easier to en-
sure the balance of these sequences.

The autocorrelation values of generalized cyclotomic
sequences with respect to pn for any n > 0 are calculated
in [7] by using formulas for the generalized cyclotomic
numbers of order 2. We can use the proof method of
Theorem 2 to calculate the autocorrelation values of these
sequences.

It seems more difficult to calculate the autocorrelation
values of generalized cyclotomic sequences. By making a
more detailed division on piqn+1Z∗N and pm+1qjZ∗N , Ke,
Li and Zhang [8] determined the linear complexity of a
new class of generalized cyclotomic binary sequences of
period pm+1qn+1 (m,n > 0). However, the exact val-
ues of autocorrelation of these sequences have not been
calculated by now.

We will further study the autocorrelations of quater-
nary cyclotomic sequences over F4 of length 2pm.
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